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How to protect your PC against the damage 
during the Internet session
Stage 1.  Creation of a virtual protection
Read carefully the “ Installing.pdf ”  for  the installation of the utility “Acronis OS Selector”. Then click  the “Install”  button  and follow  instructions of the Installation Wizard. When the Wizard hás completed the install, you should restart your computer.  After restarting, the Boot Menu shown in Fig.1 will appear.
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Fig.1. Boot Menu.
      Now your  operating system (Windows, Linux, and etc.) installed before is ready for booting.  To do this, it is enough to click on its name. But don´t be hurry to carry out this operation immediately! 
Stage II.   Copying of the operating system installed in your PC

To protect the computer against possible damages, you must copy the operating system  and  software installed in your computer. You can find the description of this simple procedure in the Chapter II  “Copying  OS ”.

Stage III.   Work with the computer 

So, the copy operation has been completed. Your computer  is ready for work now, and  you are secured against the majority  of troubles related to the internet. 

In case of the operating system corruption or software failure,  don´t waste the time trying to correct the damage: this can be hard** or even  impossible.  
Do as follows:

· Copy to a secure place*** the “My documents” folder;

· Copy the  “Desktop” folder;

· Copy  your e-mail and the folder “Favorites”.
After having performed these operations, delete, without regret, the operating system togather with all its damages, viruses and problems. You find the detailed description of this process in the Chapter  III  “Deleting of the operating system ”.
Now, you can use the reserve operating system for work instead of the deleted damaged copy of it. To boot this  system, you  should click on your name. 

(Before booting, don’t forget to copy it as described in the Chapter II “Copying of the operating system” ).
*Remember,  the virtual tools of the computer protection against the remote invasion are weakly efficient and  any virtual security system can be “broken”.

Only the author’s invention, that is a new PC version with the described virtual protection,  provides the absolute invulnerability of a computer.

**Comment.
You can evaluate the extreme complexity ( 15 stages) of the method  proposed by one of  the known  universities for the restauration  of the damaged OS: http://www6.ufrgs.br/ppgepi/links/remov_malware.htm 

*** A secure place is any folder which is out of your operating system..
Attention! 
Do not turn off  your computer  while the utility “Acronis OS Selector”  is running!  
END 
